Will We Have Any Privacy Left?

Rosslynn ,Fiona, Astrid, Victoria, Sharon.



*linel~linel?

*linel8~line31
*line32~line40
*lined1~line53
*line54~line73



Reading & Summary (Rosslynn)

* By 2025, people will fall into a “cybersphere” ,where we will
be surrounded by billions of information structures and
every step of our daily life will be recorded by the
“cyberstream”. People’s privacy is in threats.




Question (Fiona)

*line3 use mowing?
* Line 7 “cybersphere”

* Line 13 cyberstructure “cyberstream”



Translation (Victoria)

* [ine6-linel0 “Today we are.....will do it all.”
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Connection(Sharon)

* Line 6: engulf

* Today, we are engulfed by the Internet, or we can say we are
engulfed by the information on the Internet. Many people
hide behind the screens and keep conplaining about the evil

side of the society. And they are always willing to t

nink the

worst of others. You can see this phenomenon in the review

area of SINA Microblog and many other network p
we always look at this information, we can probab
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Comment(Astrid)

* From linel to line3,it mentions that the spy cameras already
exist to peer at us,which remands me of the Snowdon event
in 2013.1t revealed that the United States had been spying on
its citizens including all of the daily communication and
internet records.And all these big companies like
Google,facebook and Apple have been involved in the
monitoring plan.Meanwhile,it was said that the US
government had been attacking other country's network
including China to steal all kinds of intelligence.
Undeniably,the invasion of privacy does exist in real life and
is even very rampant.So the author's worry towards privacy
is reasonable.



Reading &Summary(Fiona)

* In 2025, by feeding all this information into the food
processor of statistical analysis, the electronic world will
bring us irresistible convenience. However, under such
conditions, our privacy is in danger of being invaded.



Question(Astrid)

* linel8:“Tune in anywhere,using any computer,phone or TV.”"How
can we understand the structure of this sentence?

* line21:What does “working back” mean?

* line23:How can we translate “smooth,creamy,startlingly accurate
guesses”?

* In line 22,the author uses the word “analysis” in singular
form,but in line 29,he uses its plural form “analyses”,why is that?

* Line28: How can we translate this sentence” You glide forward
on a magic carpet woven out of detailed data and statistical
analyses”?



Translation (Sharon)

* line24-line27
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Connection(Rosslynn)

e linel8:irresistible

* Some friends like to share pictures of what they have eaten to
the moments at midnight, which is an irresistible temptation to
me.

e line25:terse

My dad somehow is a very emotional guy. When he is angry or
not in a good mood, the atmosphere will become strange and he
will refuse to talk but only give some terse orders like “go”, “don’t

2”7 N

care”, "stop asking!”



Comment(Victoria)

* [ine 30 to line 31: The thief will have stolen not only your
past and present but also a reliable guide to your future.

* According to this paragraph, | think the author put the
electronic world on the opposite side of privacy protection.
He thinks the electronic world must bring these thieves to
steal our information. He sees the crisis of it but ignores the
privacy protection system will be perfected with the
development of technology. In general, even the thieves will
be faced with a more difficult situation, and our privacy will
be protected better. | think the author is too pessimistic.




Reading &Summary(Astrid)

* Though the information structures may be more safer and
private, a thief can steal valuable private information
connected to a global network. And such electronic thievery
can keep growing easily without risking life.



Question(Victoria)

* ine 37 to line 38: “unless the intended target has given out
information he should not have - as people do.” How can we
understand this sentence?

* [ine39:“They are just crimes for...”Can the word“for” be
replaced by “of”?



Translation(Rosslynn)

* Line37-line39: “the route will be electronically guarded and
nearly impassably....”
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Connection (Fiona)

* Line38 :thievery

e Several days ago, one friend told me that an unfortunate
computer thievery happened in their dormitory. Incredibly,
that even happened in evening. They all fell asleep when the
thief came in. Thankfully, the thief was just interested in

computers.



Comment (Sharon)

* There is a sentence “and unfortunately electronic thievery
and invasion of privacy are jackpots and keep growing”.
Indeed, our privacy is just like an open secret nowadays, our
telephone number, address, even height and weight ,all of
them can be stolen or sold. And unfortunately it is difficult to
prevent , there are too many people with loose morals, like
some word in this part, “shameless, cowardly, clever crooks”.



Reading &Summary(Victoria)

* To protect our privacy, no weapon is better than morality.
People are taught to tell right from wrong , thus they will
know the invasion of privacy is wrong and be ashamed to do
SO.



Question (Sharon)

* [ined42:We think the comma after“nothing” should be
changed into semicolon.

e [ine45:Should the word“starts” be “start”?



Translation (Fiona)

* line 41-line 44
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Connection(Astrid)

* Line 47: busybody: When | was in middle school, our teacher
always called a boy “busybody”, because he often tried to
figure out what other people were doing. Although these
things were none of his business. He was interested in
commenting others' clothes and speeches to show his
“brilliant” taste. Most of us thought he was just like a clown.




Comment (Rosslynn)

| quite disagree with author’s opinion that “morality is the best
weapon to fight against invasion of privacy”. On the contrary, | think the
so-called “bad weapon”------ laws are the right way to restrain this crime.

Teaching kids what is right or wrong is not enough to protect privacy
online. Morality may enough for a boy to know that it’s wrong to molest
a girl or for a kid to know it’s not right to steal his classmate’s money,
but the characteristics of the network itself weaken the binding force of
traditional morality. There is no final officer on the internet. Meanwhile,
on the internet, people are free to choose information and free to
release information,so the moral anarchist found its market here. They
don’t care it is against morality to spy upon other’s privacy, they do it
just out of money or even for their monstrous desire.

However, the law is objective and solid, which is the most reliable
weapon to deal with these crimes.




Reading & Summary (Sharon)

* People are willing to leave private information on the
Internet.

* In this age of moral confusion, temptations increase but we
will make it as before.

* People are supposed to fight for dignity and because of a
moral rebirth, life will be better in 2015.



Question (Rosslynn)

* [ine54:How can we understand the word “outrageously”?

* [ine56:Can you explain the sentence "Suburban mail is a
vastly easier mark than anything in cyberspace will ever be”?

* [ine6l:"waters” Why does it use plural form?

* [ine70:What's the meaning of the two sentences “Privacy to
commit murder ? To be insane , refuse treatment and suffer
never-endingly”?



Translation(Astrid)

line61-line66
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Connection(Victoria)

* Line 54: naive: We can always see this sentences on the
Internet “ too young too simple”. | always think it is the only
form of this meaning. However, one day, a roommate told us
it was not the right form, the right form was “ too young too
naive.” You know the word “naive” has a strange
pronunciation, we couldn't help bursting into laughter. Many
Chinglish sentences are very interesting. | think if a sentence
that most people can understand is used universally, we
shouldn't say it is completely wrong. Like “no zuo no die”.



Comment (Fiona)

* The last sentence

* | think that is true. A moral rebirth is far more important than
technology revolution. It’s human intelligence that promotes the
technology revolution. However, the good or bad of
technological progress is determined by human morality. Highly
educated criminals are often more terrifying than ordinary ones.
The crime is often impossible to guard against because they are
so bright and they know how to make the full use of all existing
conditions. So we must pay more attention to moral education.

Cut off the crime possibility from the root. Thus, a moral rebirth
is inevitable.







